**Re-Test identifizierter Schwachstellen (optional)**

Ein vollständiger Re-Test umfasst eine umfassende Überprüfung identifizierten Schwachstellen, einschliesslich kritischer, hoher und mittlerer Risiken. Dieser Test erfolgt zu einem späteren Zeitpunkt und dient dazu, die dauerhafte Behebung aller Sicherheitslücken zu bestätigen. Im Gegensatz zum gezielten Test in Abschnitt 3.2.3 handelt es sich hierbei um einen umfassenden Prozess, der die gesamte Webanwendung unter Berücksichtigung der definierten Sicherheitsziele analysiert.